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Executive Summary

This docuemnt provides information about how to set up the DR Series system as a backup target for Amanda.

For additional information, see the DR Series system documentation and other data management application best
practices whitepapers for your specific DR Series system at:

http://support.quest.com/DR-Series

For more information about Amanda, refer to the Amanda documentation at:

http://wiki.zmanda.com/index.php/User_documentation

L]
1 | NOTE: The DR Series system/ Amanda build version and screenshots used in this document might vary slightly,
depending on the version of the DR Series system/ Amanda Software version you are using.


http://support.quest.com/DR-Series

Installing and configuring the DR Series
system

1 Rack and cable the DR Series system, and power it on. In the Quest DR Series System Administrator Guide,

see the following sections for information about using the iDRAC connection and initializing the appliance.
y i DRAC Connection
y Logging in and | nisysteml i zing the DR Series
y Accessing | DRAC6/ 1 drac7 Using RACADM
2 Log on to iDRAC using the default credentials (username: root and password: calvin) and either:
y  the default address 192.168.0.120,

y  orthe IP address that is assigned to the iDRAC interface

INTEGRATED REMOTE Enterprise
ACCESS CONTROLLER

Login

IDRAC | Quest DR4000
Type the Usemame and Password and click Submit.

Usemame: Password:
—
Domain:

This iDRAC v




3 Launch the virtual console.

INTEGRATED REMOTE
ACCESS CONTROLLER Enterprise

System LG Attached Media | vFlash
Quest DR4000
root , Admin Summary

Details

System Inventory

[ - Overview System Summary

-Logs
Power / Thermal Server Health
Virtual Console
~Alerts
Setup Batteries
Troubleshooting Fans
Licenses

Intrusion

~Infrusion
iDRAC Setlings
Hardware

Pouver Supplies

Removable Flash Media

orage
Host 05

Temperatures

[ < < < << <

Voltages

Server Information

Support | About | Logout

Service Module | Job Queue

Virtual Cansole Preview

» Settings

> Refr

Quick Launch Tasks

on Power ON { OFF

Quest DR4000
! System ID LED ONOFF @

Power Cycle System (cold boot

4 After the virtual console opens, log on to the system (with the username: administrator and password:

Stor@ge!wh er e0t hien t he

passwozeral. i s the numer al

5 Set the user-defined networking preferenc

Would you like to use DHCP (yes/no
an IP address
a subnet mask:

a default gateway add

a DNS Suffix (example:

primary DNS server IP

you like to define a seconda

secondary DNS serwver

es.

)

re

abc.com):

addres

ry DNS server (yes.

IP address




6 View the summary of preferences and confirm that it is correct.

7 Log on to the DR Series system administrator console, using the IP address with username administrator and
password StOr@ge! (The 0in the password is the numeral zero.).

Quest

DR4000

swsys-54.ocarina.local

Usemame

Password

© 2017 Quest Software Inc. All Rights Reserved.

8 Join the DR Series system to Active Directory.

L]
1 NOTE: if you do not want to add the DR Series system to Active Directory, seethe DR Ser /i es Syst emfoOw

guest logon instructions.

a Inthe left navigation area of the DR Series system GUI, click System Configuration and then select
Active Directory.



< QueSt 2MF/{sjgggocarina.Iocal
GlobalView »
Dashboard »  Client Connections
Containers »  Date And Time
Replications »  Enclosures
System Configuration j Licenses
Support »  Networking
09/27/2017 05:27:31 el
US/Pacific SSL Certificate
Storage Groups
Users
b Click Join.
5 OU@St DR4000 E

Swsys-54.ocarina.local

Active Directory

o Note: The Active Directory seitings have not been configured. Clic .join o configure them.

Enter valid credentials and click Join.

> Quest

DR4000
Swsys-54.ocarina.local

Active Directory

Y Join

Username
Password

Org Unit

 conce

Domain Name (FQDN) ‘ Required

‘ Required
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9 You now need to create and mount the container. In the left navigation menu, click Containers > Default

Group, and then, on the Action menu in the upper right corner of the page, Add Container.

< Ouest DR4000

Swsys-54.ocarina.local

GlobalView

Dashboard

»

»

@ntamels

J

Replications

DefaultGroup/Containers

Container
a

backup

@ Add Container

= Log Qut

Marker Type # Access Protocol + Connection Status + Replicauons  Actons

Auto

NFS,CIFS

avaiiable. avatabie  Not configured  [[E IEEH IER

10 Enter a container name and for the Access Protocol, select NAS (NFS, CIFS) and then click Next.

< Ouest DR4000

Swsys-54.ocarina.local

System Configuration

Support

09/27/2017 05:38:12
US/Pacific

GlobalView »  DefaultGroup/Containers
Dashboard »

Containers R + Add Container

Replications »

Access Protocol @] NAS (NFS, CIFS) -

Container Name Gl] sample ]

|

11 Select NFS as the access protocol and the Marker Type as Unix Dump, and then click Next.

< Ouest DR4000

Swsys-54.ocarina.local

System Configuration

Support

09/27/2017 05:39:28
US/Pacific

Marker Type

GlobalView »  DefaultGroup/Containers
Dashboard »

Containers R <+ Add Container

Replications »

Access Protocols | & NFS O CIFs
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12 Configure the NFS client access settings and click Next.

< Ouest DR4000

Swsys-54.ocarina.local

GlobalView
Dashboard
Containers
Replications

System Configuration

Support

»

»

»

09/27/2017 05:40:46
US/Pacific

DefaultGroup/Containers

+ Add Container

NFS Options @ Read Write Access O Read Only Access

Map Root To Root -
Client Access @ Open (allow all clients) O Create Client Access List
Client FQDN or IP Address FQDN or IP Address

Allow Clients -

13 Review the summary and then click Save to add the container.

ContentsTechnical White Paper

DR4000 =
< OueSt Swsys-54.ocarina.local s
GlobalView »
+ Add Container
Dashboard »
Containers ' Storage Access Protocol
Replications » Access Protocol NAS (NF S, CIFS)
System Configuration » Container Name
Support > Configure NAS Access & Marker
NAS Access Protocol NF3
09/27/2017 05:42:08
Marker Type Unix Dump
US/Pacific
Configure NFS Client Access
NFS Options Read Write Access
Map Root To Root
Client Access Open (allow all clients)
Next ¥ | Save I x Cancel
Setting up the DR Series System as an NFS Target on Amanda Enterprise 3.3.5
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14 Confirm that the container is added.

GlobaiView » Q S't:('L“‘ > [ anpin 1° Contanes 15 bowng estadished Infomanon updates may De boefy delryed
et ) ot
Dashboard ’ P
SG1/Containers

Comaners ’
Repicabons » qomamu l:aﬂm Type A‘eeou Protocol  Connection Status & Replication ¢ Actions
System Configuration » Auto NFS.CIFS avaacie. wamsie Nt conigures [N IEN IER
S »

NP 1 Remy{s) founa

00282017 1049 57

US/Pacific
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Setting up for Unix/Linux environment
backup

L]

1 | NOTE: Before you begin, ensure that you can mount/verify the NFS share from the UNIX/Linux client
system. For more details, please refer to the Amanda documentation at:
http://docs.Zmanda.com/Project:Amanda_Enterprise_3.3/ZMC_Users_Manual

You can access the Zmanda Management Console for Amanda in a Web browser by navigating to and logging on at

the following location: https://<host name of the Amanda server>:<port number>/

Zmanda Management Console Login w

Management Console

Open Source Backup

Usemame: * admin
Password: * Login

Resume Session? [}

zmanda zmanda zmanda
forum wiki

Creating the backup set

A backup set is a uniquely-named record of backup policies, including:
0 Hosts, directories, and files to exclude.

Backup target, which can be a tape device or disk (via holding disk or virtual tape)

(@]

O«

Type of backup to perform (such as, full or incremental); schedules are automatically configured.

Follow these steps to create a backup set.



0 On the Admin tab, click backup sets, enter the name and other details for the backup set as needed, and then

click Add.
. Msz:;egmr?gge | wﬂdmin ' _Log Out E g E E

VU ERLEN Backup | Vault | _Monitor _Report | _Restore

Backup Set Owner:* | admin v | Brief Description: |Test DR Savings|

Backup Set Name:* ]Savings_DR. Report Display Unit: | Megabytes
Comments: (clear)

Creating the storage devices

Follow these steps to create storage devices:
1 Log on to the Amanda server and add the DR Series system NFS mount.

2 Run the following commands to use the DR Series system container as a backup target in the Amanda
backup server:
mkdir 1 p /mnt/DR_container_amanda
chmod - R 700 '/mnt/DR_container_amanda'
chown - R amandabackup:disk /mnt/DR_container_amanda’
mount 1t nfs <DR FQDN>:/containers/ sample /mnt/DR_container_amanda
3 On the Admin tab, under Attached Storage, click Disk/NAS/SAN to add a DR Series system container as a

storage device.

. zmanda [ Search Docs dmin

Managament Conscla

VO ERGEY Backup | Vault | Monitor _Report  _Restore

... Attached S g - Tape S g
‘ n Disk/NAS/SAN ‘ NDMP Changer

Setting up the DR Series System as an NFS Target on Amanda Enterprise 3.3.5 14
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4 Enter the device name and any comments.

5 In the Root Path field, enter the mount point path for the DR Series system container, and click Add.

Name': DR _device 11110
Comments:

%
Root Path*: l[mm[fdmne

Reserved Percent": |5‘ %

[ Advanced Options e

6 After the storage devices are successfully added, you can see the storage device in the list of backup set

devices.

Zzmanda Search D
.Mmum»om Seah sl aamin | Log out E@[ﬁ@:-
LV EDLEN Backup | Vault | Monitor Report Restore

- Attached Storage - -, - Tape Storage -

“ Disk/NAS/SAN . NDMP Changer

Changer Library

View and edit backup set devices e_
Al Type Device Namea Status Path Comments Used With Last Modified By
7l DR_device1 @OK  /mntDR_container_amanda Demo_DR  2015-08-20 23:23:14 admin
Invert Selection| Refresh Table| Edit| Delete| List| Expert| Use

Setting up the DR Series System as an NFS Target on Amanda Enterprise 3.3.5
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Creating a new backup job with the DR
Series system as the target

Defining the backup set

In the Zmanda Management Console, you can define the host system and directories to include in a backup set.

1 On the Backup tab, click what, and on the File Systems drop-down menu, select Linux.

Management Conscis

Ezmahdo Search Dacs

:Amanda

Set: Demo DR v -@F

@ Spacify the type of data ifilesystem, database, or application) and client infarmation. Group different
iterns into different backup sets depending on backup target, desired frequency of backups, desired retention
period, stc

Add

File Systems: v Databases v Applications

2 Enter the host name and location of the folder to back up, and then click Add.

admin | Log Out gg@[z

‘ -zmornﬁo [ SeachDocs|
Marcgement Coricle
Amanda L[ Vault Monitor Report Restore Admin Ve
3 — — — Backup Set:  Demo DR

"4

Directory/Path™:  [/opt/localdata_copyset/ Compress:

Exclude Files

‘ @ No backups found [x]
Create Object Linuxi*nix (File Systems) in list: Demo_DR Licensing: 1 of 2 new hostnames left [7]
Host Name’: localhost Encrypt: none v
none M

Z

[ Advanced Options for This Object Only

‘Cancal [T ad




L]
1 | NOTE: For better space savings, Quest recommends that the Encrypt and Compress options are set to none

3 Upon successful addition, the data set is listed at the bottom of the management console window.

|— Search Docs| admin | Log Out [EE[E[E

¢Amanda Vault _Monitor _Report  Restore _Admin

File Systems v | Applications .

View, add, edit, and delete list of objects (DLES) to backup with: Demo_DR Q|
Al Type HostName / DLE Check Statusa. Directory/Path #L0  #L1+ AE Version 05 Encrypt  Compress, Last Modified By
O Lnug'nix | @ localhost Joptiocaldata_capyset 33511151 Centos 5.7 (Final) none none 2015-08-20 23:23 admin

Invert Selection| Refresh Table| Check Hosts

Defining where to back up

Follow these steps to define where to back up:
1 On the Backup tab in the Zmanda Management Console for Amanda, click where.
2 Select the storage device that you created previously (that is, the DR Series system), and then click Use.

zmanda Search Docs|

Management Consols
¢Amanda Vault Monitor Report  Restore Admin

(<] After clicking "Add/Update”. ZMC will try to connect to the device. Depends on the connection, this operation may take some time to finish.

. Backup Set-n . Choose Storage Device -

\‘ Demo_DR v ‘ , 1) “
DR_devicel

F
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3 Click Add.

zZzmanda

Management Console
fAmanda Vault Monitor Report Restore Admin

@ After clicking "Add/Update”, ZMC will try to connect to the device Depends on the connection, this operation may take some time to finish. .

Use Demo DR
Device Type:
Disk/NAS/SAN
Comments: |
2
Taperscan: Oldest v

Backs soed 2 DR EEREERETTI ©
Partition Total Space*: _ MiB

Partition Free Space*: _ MiB (shared free space)
Media Used Space: _ MiB (used by this backup set)

4 After the virtual console opens, log on to the system (with the username: administrator and password:
Stor@ge! where the  0in the password is the numeral zero). The DR Series system is added.
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